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Global Membership

106,618 
North America

27,846
EMEA

21,341
APAC

1,612
Latin America

174 Countries157,417 Members

4,297 Associates of (ISC)2 worldwide

(ISC)² Surpassed 20,000 Members in Asia-Pacific

(ISC)2 membership as of December 31, 2020
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18.5 Million
Page Views

www.isc2.org

31,000+
Community Members
community.isc2.org

192,000+
Blog Views

blog.isc2.org

690,000+
Webinar Views

www.isc2.org/webinars

150,914
LinkedIn Connections

62,767
Twitter Followers

21,135
Facebook Followers

970,000 
Page Views

community.isc2.org

About (ISC)2
(ISC)² is an international nonprofit membership association focused on inspiring a safe and secure cyber world. Best 

known for the acclaimed Certified Information Systems Security Professional (CISSP®) certification, (ISC)² offers a 

portfolio of credentials that are part of a holistic, pragmatic approach to security. Our membership is made up of 

certified cyber, information, software and infrastructure security professionals who are making a difference and helping 

to advance the industry. Our vision is supported by our commitment to educate and reach the general public through 

our charitable foundation – The Center for Cyber Safety and Education™. 

Thriving Online Ecosystem
Members, Associates of (ISC)2, certification candidates and others interested in advancing cybersecurity are engaging 

online. Join the conversation.

https://www.iamcybersafe.org/s/
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Elected by (ISC)² members, the (ISC)² Board of Directors is comprised of information security professionals from 

around the world representing academia, private organizations and government agencies. All volunteers and (ISC)² 

certified, the Board provides governance and oversight for the organization, grants certifications to qualifying 

candidates and enforces adherence to the (ISC)² Code of Ethics. 

2020 (ISC)² Board of Directors
Chairperson – Dr. Kevin Charest, CISSP (U.S.)

Vice Chairperson – Zachary Tudor, CISSP (U.S.)

Secretary – Lori Ross O’Neil, CISSP (U.S.)

Treasurer – Tony Cole, CISSP, SSCP (U.S.)

Gabriel Bergel, CISSP (Chile) 

Biljana Cerin, CISSP (Croatia) 

Aloysius Cheang, CISSP (United Arab Emirates)

Governance

Dr. Earl Crane, CISSP (U.S.) 

Arthur R. Friedman, CISSP (U.S.)

SC Leung, CISSP, CISA, CBCP (Hong Kong) 

David Melnick, CISSP (U.S.)

David Mussington, Ph.D., CISSP (U.S.)

Yiannis Pavlosoglou, CISSP (Greece)

Webinar Program Expansion 
166 webinar events were created and executed in 2020, as the global 

program continues to expand with both sponsored vendor sessions 

and (ISC)2 thought leadership content.

• 690,000 views 

• 396,000+ CPE credits earned

View Webinars

https://www.isc2.org/News-and-Events/Webinars
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Letter to Members
Resilience and Growth
To our (ISC)2 members,

Thank you.  

 

All around the globe, 2020 was a year filled with 

challenge. We will never be able to bring back the lives 

lost by the COVID-19 pandemic, but we can recognize and 

thank the everyday heroes, such as yourselves, who helped 

millions of workers navigate new ways of working a little 

more easily and kept the systems, information and data of 

individuals, governments and businesses safe and secure.

Thank you.  

 

When I joined (ISC)2 as its new CEO in October, the year 

had already been quite eventful. 

Due to the rapid spread of the COVID-19 pandemic, all 

(ISC)2 global offices had been shut down by mid-March. 

Our staff seamlessly transitioned to remote work, which 

enabled us to fully focus on maintaining service levels for 

members and candidates during challenging times.

We supported candidates by extending exam vouchers, 

waiving cancellation and rescheduling fees, and providing 

easy access to the latest news on exam center availability.

We supported our members through delivery of high 

quality continuing professional education. This became 

even more important as you dealt with ever-increasing 

threat vectors and adapted to the challenges of working 

remotely while losing both the ability to travel and training 

budgets. In response, we ramped up our efforts to 

increase accessibility of all our professional development 

resources that are available to members every day online, 

and it worked. 

Webinar participation spiked more than 67% year-over-

year, reaching a record 693,500 views and resulting in 

more than 396,000 CPE credits earned. By year’s end, 

members had earned more than 250,000 CPE credits 

through Professional Development Institute courses — a 

total educational value of more than U.S. $20 million.

Another impactful way we supported you was by 

delivering our annual (ISC)2 Security Congress virtually 

and at special discounted pricing. A record 5,700 

attendees from around the world logged on to 

participate in the largest-ever Security Congress. From 

the 45+ expert sessions to the outstanding keynote 

addresses and our Networking and Engagement Center, 

(ISC)2 members earned nearly 85,000 CPE credits 

combined in three days of best-practice sharing.   
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Despite all the challenges, we continued to grow as an association, 

reaching yet another membership milestone of 157,449 members 

globally. Most notably we surpassed 20,000 members in APAC, and 

27% annual growth of CCSP for a total of 8,776 certification holders.

In 2020, we continued to invest in your brand and reputation through 

global recognition efforts that align your certifications with authoritative 

cybersecurity frameworks to help ensure the relevancy and value of 

your certifications.

We also published the Cybersecurity Workforce Study and other 

original research. These important programs provide insights into the 

cybersecurity profession and help us increase the visibility of (ISC)2,  

our members and our certifications.

You’ll find more details of our 2020 successes in the following report 

along with our full audited financial statements. While we fell short 

of our budgeted revenue projections due to the pandemic, strong 

expense management and financial oversight ensured we had a net 

positive bottom line, and we are poised to continue investing for the 

benefit of our membership. (ISC)² is well positioned from a financial 

standpoint, and I look forward to what we will achieve together.

I thank you for your steadfast support of our vision of inspiring a safe 

and secure cyber world. 

Sincerely,

Clar Rosso, CEO
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Keeping Exam Content Fresh
(ISC)² examinations follow a rigorous, methodical process in order to maintain the integrity of our certifications.  

Exams are routinely updated to ensure the credentials – and subsequent continuing professional education 

requirements – encompass relevant topic areas as well as up-to-date practices and technologies relevant to the roles 

and responsibilities of today’s cybersecurity professional. 

In 2020, (ISC)² published domain refreshes for three of our certifications: 

• CSSLP – September 2020

• CISSP-ISSAP – October 2020

• CISSP-ISSEP – November 2020

Exam changes are derived from a process called the Job Task Analysis (JTA). The JTA provides the essential 

foundation for all our certifications and are a vital part of the process to shaping the exams. Certified (ISC)² members 

map the job tasks they are performing day-to-day to the content of our exam domains and subdomains. This ensures 

the exam content remains relevant to professionals immersed in this dynamic, demanding and ever-evolving industry. 

We hosted 45 item development workshops, in which members volunteered their time to develop exam items to be 

considered for inclusion on future examinations. Historically, these workshops took place over the course of a week 

with face-to-face engagement from all volunteers. Following the impact of the COVID-19 pandemic, these workshops 

were shifted to a virtual format. 

Exam Updates

New Exam Resource Center
We made it easier for exam candidates to find all the exam procedures and policies they need to know about during 

their journey to certification and membership. From scheduling exams and creating an account with Pearson VUE – 

our global partner for exam administration – to what candidates can expect on the day of their exam, how the exams 

are scored and much more. 

We organized all the policies, agreements, procedures and helpful assets that guide candidates throughout the exam 

process at www.isc2.org/Exams.

https://www.isc2.org/Exams
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Enhanced Member Connections
2020 brought exciting updates to our website and online Community to make it easier for members to discover the 

valuable professional development, CPE opportunities and other benefits available to them. 

Value of Membership
Start your journey through our member resources at www.isc2.org/Membership to discover continuing education, 

benefits and perks, tool for managing your membership, easy access to member policies and more.

Manage Your Membership
Quickly access useful links, tool and resources to submit CPE credits, check your account status, secure digital badges, 

locate our member verification tool and more. www.isc2.org/Membership/manage-membership

CPE Opportunities
Easily spot all the free CPE opportunities available to you through (ISC)2 and our partners. We make it easy for you to 

find webinars, PDI courses, volunteer opportunities and other avenues for you to reach your development goals.  

www.isc2.org/Membership/CPE-Opportunities

Member Engagement

(ISC)2 Gets New 
Leadership 
Clar Rosso was appointed CEO of (ISC)2 

in August, bringing decades of association 

leadership experience, and replacing  

David Shearer in the top executive role.  

Read More Clar Rosso’s appointment announcement displayed on 
Times Square digital billboard (August 28, 2020)

https://www.isc2.org/News-and-Events/Press-Room/Posts/2020/08/26/ISC2-Names-Professional-Membership-Association-Veteran-Clar-Rosso-as-CEO 
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Engage, Volunteer and Grow
Earning your certification is just the beginning. Make the most of your membership by taking advantage of engagement 

opportunities like exam writing, Security Congress, Chapters, Community and blogging.  

www.isc2.org/Membership/Volunteer-Grow

Perks and Resources
Discover exclusive discounts and perks. You’ll find offers ranging from savings on savings on textbooks and materials to 

third-party partner discounts. www.isc2.org/Member-Resources/Exclusive-Benefits

A Thriving Community
We launched an extensive refresh of the online Community in 2020. Many enhancements were made, including an updated 

look and feel, new discussion areas, revised Community guidelines, video tour, and renewed engagement and partnership 

with users. 

Additionally, with the COVID-19 pandemic, many chapters struggled with the inability to meet face-to-face. The launch 

of Chapter Groups on the Community enabled chapters to create their own spaces for virtual engagement, discussion, 

collaboration and best practice sharing.

The Community is home to more than 31,000 members and generated more than 970,000 page views 
in 2020. (ISC)2 members and candidates are actively engaging in a wide array of cybersecurity and profession development 

discussions. Join the conversation at community.isc2.org.

CCSP Translated into Japanese 
The CCSP certification exam was made available in 

Japanese beginning April 1, 2020. Additionally, the first 

Japanese-language CCSP courseware was made available 

for candidates preparing for the exam. These translation 

initiatives recognize the importance Japan plays in 

cybersecurity, combating cybercrime and the demand that 

exists there for cloud security skills. Read More

https://community.isc2.org/
https://www.isc2.org/News-and-Events/Press-Room/Posts/2020/02/25/ISC2-Cloud-Security-Certification-Exam-Available-in-Japanese
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Delivering More Learning Opportunities
PDI fulfilled its promise to provide member value in a year when in-person educational opportunities were scarce. The 

online, on-demand nature of the PDI portfolio kept our members and associates up to speed on the latest emerging 

trends in cybersecurity. The catalogue of courses was also expanded, bringing the total to 40 robust learning 

opportunities. 

The portfolio includes three course formats: 

• Immersive Courses are in-depth explorations on a single topic

• Labs are hands-on courses that enable students to practice specific technical skills

• Express Learning Courses are short courses for busy professionals

New topic areas addressed by PDI through new course offerings in 2020 included:

• Practical Risk Analysis

• Utilizing Big Data

• Ethics and Artificial Intelligence

• Security Analysis with SPARTA

PDI also translated its first course into Spanish (Security Professionals Guide to AI) with more translations to come in 2021. 

While the availability of our PDI courses was a boon for members in 2020, the team also has a keen understanding 

about the importance of refreshing content based on learner input and changes in the cybersecurity landscape. 

We constantly review the curricula for quality and relevancy. In 2020, we refreshed the material in several existing 

courses, including: Introduction to AI, Communicating with the C-Suite, Mobile Security From Every Angle and 

Assessing Application Security.

27% of global members and associates have now enrolled in a PDI course, with 52,722 courses 
completed and 164,366 CPE credits earned in 2020 alone.

Education
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NEW CAP classroom-based and 
online instructor-led courses.

NEW CSSLP classroom-based and 
online instructor-led courses.

 

NEW ISSAP self-paced course. NEW ISSEP self-paced course.

Professional Development Institute

New Curriculum
As soon as exam updates are announced, the (ISC)² Education team works with its subject matter experts to ensure our 

courses, textbooks, study aides and other materials align as closely as possible with revised (ISC)2 exam outlines. From 

self-paced to online or in-person instructor-led, (ISC)² has an education option that fits each candidate’s schedule and 

learning style. 

In 2020, (ISC)² Education introduced the following new and revised courses:

“I’m currently doing this free course from (ISC)2! Really 

eye opening so far in terms of how to plan one’s career. 

Definitely recommended for anyone in cybersecurity looking 

for direction on building a path/goal for your career!”

Joe Cozzupoli, CISSP, 
Principal Security Specialist, Citrix
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First Virtual Event
Facing a global pandemic, (ISC)2 Security Congress had to be reimaged for 2020. As our first virtual conference,  

it also became our largest cybersecurity education conference ever with more than 5,700 attendees.  

The November event provided 45+ expert sessions and the same high-profile keynote speakers attendees have  

come to expect.

More than 83,000 CPE credits were earned by members who attended Security Congress, making it  

a great learning opportunity in a year when those became more difficult to find. 

In addition to learning about topics such as Application Security, ICS/Critical Infrastructure, Incident Response and 

other industry-related tracks, attendees heard from inspiring keynote speakers who challenged attendees to think 

differently.

(ISC)2 Security Congress offered an online Networking and Engagement Center that provided many avenues for 

peer engagement and professional development. This included five virtual lounges, interactive gaming activities like 

bingo, panoply and an escape room. This is in addition to the traditional offerings of an Expo Hall, a Career Center 

and a Bookstore, all hosted in a virtual environment.   

 

View the (ISC)2 Security Congress 2020 highlights. 

Security Congress

https://www.youtube.com/watch?v=Fb7HGYo3c9A
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Attend (ISC)² Security Congress  
Take advantage of the powerful collaboration that you can only find at a conference of your peers.

• Solving Challenges 

• Recognizing Excellence

• Earn CPE Credits

• Expert Speakers 

• Inspiring Keynotes

• Latest Security Trends

Learn more at www.isc2.org/congress.

CPE credits earned at Security Congress 2020



15
2020 ANNUAL REPORT

Global Achievement Awards
In August, (ISC)2 announced the list of honorees for its 2020 (ISC)2 Global Achievement Awards, 

which recognize and celebrate the most outstanding annual and lifetime achievements in the 

field of cybersecurity. Recipients were also highlighted throughout the virtual 2020 Security Congress 

in November. Congratulations to the following honorees: 

Honoring Industry Excellence

(ISC)2 Global Achievement Awards
• The (ISC)² Senior Professional Award 

From North America: Jack Freund, CISSP, CISSP-ISSMP,      

head of cyber risk methodology at Cyber Assessments, Inc.

From Asia-Pacific: Troy Hunt, founder, Have I Been Pwned

From EMEA: Dr. Katalin Szenes, CISSP, security and audit 

consultant

• The (ISC)² Mid-Career Professional Award  
From North America: Lieutenant Kim Do, CISSP, information      

systems and communications officer for the U.S. Navy 

From Asia-Pacific: Dongyoung Roh, senior researcher at The  

Affiliated Institute of Electronics and Telecommunications 

Research Institute

• The (ISC)² Rising Star Professional Award 

From North America: Katia Dean, 

system engineer, Anavation LLC

and founder, Katia’s Cylife

• The (ISC)² Government Professional Award 

From North America: Darcy Saint-Amant, 
CISSP, Colonel, U.S. Army

From EMEA: Yuval Segev, director audit 

& methodology, Israel National Cyber 

Directorate

(ISC)2 Recognized by Australian 
Women in Security Network
(ISC)² was honored with an award for Best Security 

Certification Provider among the Australian IT Security, 

Cyber, Protective Security and Resilience industry for 

inspiring young women and men to consider a career in  

the sector. The award was accepted virtually by (ISC)²   

CEO Clar Rosso Read More

https://www.isc2.org/About/Award-Programs
https://securitycongress.brighttalk.live/
https://www.isc2.org/News-and-Events/Press-Room/Posts/2020/08/13/ISC2-Announces-2020-Global-Achievement-Awards-Hono
https://www.isc2.org/News-and-Events/Press-Room/Posts/2020/10/23/ISC2-Recognized-By-Australian-Women-in-Security-Network-As-Best-Security-Certification-Provider
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(ISC)2 Board Awards
• The (ISC)² Harold F. Tipton Lifetime Achievement Award was 

   awarded to Yves Le Roux, CISSP, from France

• The Fellow of (ISC)² Award was awarded to Bonnie Butlin,  

   co-founder and executive director of the Security Partners’ 

   Forum (SPF)

• The James R. Wade Service Award was awarded by the (ISC)²  

   Board of Directors to Hymavathi Pandyaram, an identity  

   management specialist with Nulli – Identity Management in Canada      

   and an active member of the (ISC)2 Alberta Chapter in the  

   Edmonton community

• The (ISC)² Diversity Award was presented to Kristin Paget, AKA          

  “Hacker Princess” currently in the security department at Intel

(ISC)2 CEO Award
• Yves Le Roux, CISSP, security and privacy expert

• James Packer, CISSP, CCSP, head of information security,  

   EF Education First

 

(ISC)2 Chapter Recognition Awards
• North America – Northern Virginia Chapter 

• Asia-Pacific – Chennai, India Chapter 

• EMEA – Nigeria Chapter 

• LATAM – Peru Chapter

(ISC)2 would like to thank the Global Achievement Awards judging committees and the Chapter Advisory Council for 

their help in the selection process. A full list of awards committee members can be found here.

A special thanks also goes out to the members of the 2020 (ISC)2 Board of Directors who judged the Board Awards, 

including Gabriel Bergel, CISSP; Dr. Earl Crane, CISSP; Biljana Cerin, CISSP; SC Leung, CISSP, CCSP; Lori Ross O’Neil, 

CISSP and Yiannis Pavlosoglou, CISSP.

Rising Interest for CCSP  
Dr. Casey Marks, CPO, was interviewed about the popularity 

of the CCSP and the importance of professionalizing cloud 

security with so many vendor certificates in the market.  

Read More

https://www.isc2.org/-/media/ISC2/About/Awards/GAA-Committee-2020-2021.ashx
http://certmag.com/digital/October2020/index.html
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Members Giving Back, Pandemic Drives 
Demand for Information
Despite all the turmoil in the world, 2020 was still a very good year for our charitable foundation, the  

Center for Cyber Safety and Education (Center). In fact, the shift to working and learning at home created new 

interest from parents and businesses alike as they searched for ways to operate safely in this new environment. This 

created a 300% increase in traffic to the Center’s website and a record 89 media appearances as people searched 

for information and tips. Members and volunteers were able to handle the increase in demand because the 

Center’s delivery model is conducive to easy adaptation to virtual lessons and trainings. Members and volunteers 

quickly transitioned from in-person training to virtual and downloaded 1,487 presentations in some 24 languages. 

This drove a 43% increase in Safe and Secure Online lessons that our volunteers delivered to children,  

parents and senior citizens in 2020.

 

Despite the pandemic, the multi-award-winning Garfield’s Cyber Safety Adventures programs continued to reach 

younger children with basic cyber safety lessons. The closures of schools around the world required us to pivot from 

a physical classroom-based program to a virtual one. This led to the development and release of two new versions 

of the program, Garfield at Home and Garfield Virtual for the Classroom. The various methods of accessing 

fun and interactive Garfield programs allowed the Center to deliver 59,793 safety lessons to 
young children in 2020. While this is down from last year’s record 100,000+ lessons, the Garfield 

programs continue to be a hit and will be instrumental in growing the program in 2021 and beyond.

©2020 Paws, Inc

Center Update

https://iamcybersafe.org/s/
https://isc2-center.my.salesforce.com/sfc/p/#G0000000iVSt/a/4R0000008myp/Jsm5pznNz6so_gnq72KibW2v8QTInXbqL8Ct2aBL4
https://iamcybersafe.org/s/garfields-cyber-safety-adventures
https://iamcybersafe.org/s/garfield-at-home
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Cyber Safety Days Set Record
Cyber Safety Days have become a growing way to reach more and more children, with events taking place in Tampa,  

New Orleans, St. Louis, New York City and Orlando in 2020. Utilizing both the in-person Educator Kit and the new Garfield 

Virtual for the Classroom, a record 17,481 elementary school children in 800 classrooms among 

148 schools received an internet safety lesson from Garfield on Cyber Safety Days.

 

This initiative is a one-day event in which businesses, schools and whole communities join forces and ensure elementary 

school children in their community receive the awareness and tools to become responsible digital citizens. Thanks to 

the sponsorship of corporate partners, schools receive these materials free of cost. The Center is looking to expand the 

program in 2021 to more cities around the world. 

 

More Honors
The Center for Cyber Safety and Education continues to be recognized for its work and programs. In 2020, the Center  

received the Modern Library Award and the Top-Rated Nonprofit Award from  

Great Nonprofits. This brings the total to eight national recognitions the Center has earned over the last three years. 

 

Cybersecurity Scholarships 

In 2020, a total of 68 scholarships were awarded to graduate and undergraduate students, women and veterans, totaling U.S. 

$208,300 in financial aid worldwide. 49% of those recipients were women and 51% men. KnowBe4 joined SAIC, Raytheon and 

(ISC)2 in awarding scholarships this year including our first ever KnowBe4 Black Americans in Cybersecurity Scholarship. 

Since the Center started awarding scholarships in 2011, (ISC)2, along with our partners, have provided nearly  

U.S. $1.6 million in aid to help foster the next generation of qualified cybersecurity professionals. 

 

Financial Responsibility
As a separate fund of (ISC)2, the Center is responsible for raising all funds needed each year to deliver its programs. 

We achieve this largely through fundraising and sponsorships, and we continually explore fresh opportunities 

to raise funds that support our growth and program development. In 2020, we brought in total revenue of U.S. 

$879,894, with expenses of U.S. $817,706. The Center is very proud to report that we invested 85% of the funds 

we raised into programs, while we applied approximately 8% toward fundraising and 8% toward administrative 

expenses, which is well above industry standards. We are committed to complete fiscal transparency. In fact, the 

Center was awarded the prestigious GuideStar Platinum Seal of Transparency Award for its commitment to open 

and transparent fiscal operations.

                   More information on the Center and the great work it does can be found at www.IAmCyberSafe.org.

https://iamcybersafe.org/s/cyber-safety-days
https://iamcybersafe.org/s/newsarticle/a094R00001OKHjUQAX/center-named-2020-toprated-nonprofit-by-greatnonprofits
https://iamcybersafe.org/s/scholarships
https://www.guidestar.org/profile/45-2405127
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Research & Advocacy 
Your Voice in the Industry
Whether educating policymakers about key security issues, promoting the necessity of a competent 

cybersecurity workforce or building awareness about cybersecurity as a rewarding career path, (ISC)2 works 

hard to represent our membership every day as we collectively strive toward achieving our vision of inspiring a 

safe and secure cyber world. (ISC)2 original research fuels discussions across the industry about the state of the 

industry and challenges commonly held beliefs about who cybersecurity professionals are, what they want and 

how to attract and create more of them.

Forging New Partnerships
The pandemic of 2020 did not put a stop to the expansion of (ISC)2 partnerships with industry associations and government 

agencies. It only changed the way in which we engaged. The team continued to positively influence cybersecurity policies and 

ensure that investment in cybersecurity personnel is high on the list of budget priorities.

In the first quarter alone, we announced four new partnerships with entities in Asia-Pacific, including a Memorandum of 

Understanding signed with the Tokyo Metropolitan Police Department which enables the police force to train officers from 

across Japan using the highest quality cybersecurity content. Also in Japan, a strategic alliance was expanded with NTT-AT, 

which will require the CCSP certification for certain security roles within the organization. 

Partnerships were also signed with the Australian Security Industry Association Limited (ASIAL), the Australian Information 

Security Association (AISA) and (ISC)2 certifications were recognized as relevant credentials by the Australian Signals Directorate 

(ASD) as part of the Australian Government’s Cyber Skills Framework. By December, the Asia-Pacific region had reached a 

milestone by surpassing 20,000 members. 

The EMEA team continued its work with the UK Cyber Security Council as part of a successful bid the previous 

year for a grant opportunity with the Department for Digital, Culture, Media and Sport (DCMS). The Council, 

which is set to commence operations in April 2021, will focus on professional development, professional 

ethics, thought leadership and influence, along with outreach and diversity in cybersecurity to develop the 

next generation.

In Latin America, a strategic partnership was also forged with the Ministry of the Interior and Public Security in Chile, which is 

becoming one of the most mature and fastest growing countries in the region for cybersecurity expertise and recognition.

In May, U.K. NARIC, a national agency that compares international qualifications and skills, recognized the CISSP certification, 

further validating the achievement of CISSP-certified professionals in their career progression. The team is also actively 

involved in several working groups of the Digital Policy Alliance, sharing expertise and insight through participating in groups 

focused on digital infrastructure, internet safety and policy, security skills and partnerships.
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COVID-19 Cybersecurity Pulse Survey
With COVID-19 emerging, the team quickly developed global survey to better 

understand how cybersecurity professionals were handling the situation, 

particularly in light of the massive shift to remote work. This research led to 

extensive media coverage and an expert-led webinar of practitioners who 

discussed the findings and what they were seeing in their own organizations. 

View the Results

Jumpstarting Discussions with Research
(ISC)² published the following research in 2020, leading to hundreds of media articles and social media buzz.

Women in Cybersecurity
(ISC)2 also produced new data on women in cybersecurity. An in-depth blog post and a 

press release were published to delve into some of the key findings and themes, including 

that women commit to cybersecurity paths earlier than men and that pay disparities still 

exist in the industry. View the Blog

Cybersecurity Workforce Study
Finally, in November, the 2020 edition of the annual Cybersecurity Workforce Study was 

published. Among the trove of findings, the report estimated that the cybersecurity 

workforce had grown to 3.5 million, while the shortage fell from 2019 levels by roughly 

25%. The study also revealed that 30% of cybersecurity professionals had one day or 

less to transition their organizations’ staff to remote work during the COVID-19 outbreak. 

Read More

Cybersecurity Perception Study
In the second half of 2020, the team published the 2020 Cybersecurity 

Perception Study, which found that opinions about the cybersecurity 

profession and those working in it are generally very positive, but that a lack 

of awareness about what cybersecurity roles entail makes the profession 

intimidating to those without technical skills. Read the Study

Learn more at www.isc2.org/research.

https://blog.isc2.org/isc2_blog/2020/04/survey-covid-19-response-sees-nearly-50-of-cybersecurity-workers-reassigned-to-it-tasks.html 
https://community.isc2.org/t5/Blog/Women-in-Cybersecurity-Committed-to-the-Mission-Despite/ba-p/37403
https://www.isc2.org/Research/Perception-Study
https://www.isc2.org/research
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Audited Financial Statements
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A Lasting Legacy
After six years as (ISC)2 CEO, preceded by two years as COO, David Shearer, 

CISSP, transitioned out of his executive leadership position at the end of 2020 

to continue his long career of public service in new and exciting ways. 

David’s contributions to (ISC)2 were numerous, including overseeing the 

launch of the CCSP cloud security certification, establishing (ISC)2 Security 

Congress as an independent, premier global security conference and 

overseeing a period of unprecedented membership growth that now includes 

more than 157,000 members worldwide. His steadfast commitment to 

modernizing our association and to delivering member value revolutionized 

(ISC)2 from both an operational and programmatic standpoint. 

David also envisioned a rich portfolio of learning opportunities that would 

provide insights on emerging trends to keep our members’ skills sharp while 

providing them with quality CPE credit opportunities. With Board approval, 

David oversaw the creation of the Professional Development Institute in 2019 

and made it available to (ISC)2 members and associates at no additional cost. 

By the end of 2020, 40 different member expert-designed courses were offered through PDI. This catalog of online 

courses was an essential component of continuing education delivery as the COVID-19 pandemic impact spread. 

David’s forethought and his commitment to taking on difficult projects he knew would advance the association will 

always be appreciated and remembered. We wish him the best in his return to the U.S. Department of the Interior and 

the continuation of his mission to inspire a safe and secure cyber world.

Thank you, David, for all your contributions!

Thank You, David Shearer


